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To the Honorable Chief Justice and Associate Justices of the
California Supreme Court:

Pursuant to California Rules of Court, rule 8252, and
California Evidence Code, sections 451, 452 and 459, Applicants —
Amici Curiae League of California Cities (“League”) and California
State Association of Counties (“CSAC”) (collectively, “Amici”)
hereby move this Court to take judicial notice of the following
documents in support of Amici’s Amicus Brief in support of Real
Parties in Interest County of Los Angeles and City of Los Angeles,
filed concurrently herewith:

A. Statutes of 2015, Chapter 532 (SB 34);

B. Senate Floor Analysis for SB 34;

These materials are relevant to the overall understanding of
the technology at issue in this case, as well as the interpretation and
implementation of Government Code section 6254, subdivision (f)
which is at the heart of this case.

This motion is based on the attached Memorandum of Points
and Authorities and Declaration of Michael R. Cobden, the records
and files of this Court, and the accompanying proposed order

granting this motion.
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DATED: April 29, 2016 COLANTUONO, HIGHSMITH &
WHATLEY, PC

[P—

/MICHAEL R. COBDEN
Attorneys Amici Curiae
League of California Cities and
California State Association of Counties
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MEMORANDUM OF POINTS AND AUTHORITIES

INTRODUCTION

Applicants — Amici League of California Cities (“League”) and
California State Association of Counties (“CSAC”) (collectively,
“Amici”) seek judicial notice of documents to assist the Court in
understanding the Legislature’s policy objectives with respect to the
use of Automatic License Plate Reader (“ALPR”) technology in law
enforcement, and to assist the Court in the interpretation of the
statute central to this case: Government Code section 6254,
subdivision (f). To assist the Court in interpreting the exemption
from disclosure for investigative records contained in Government
Code section 6254, subdivision (f), Amici offer the complete text of
SB 34, a recently-enacted bill which directly addresses the disclosure
of the data Petitioners seek here, and therefore informs this Court as
to the Legislature’s interpretation of the California Public Records
Act exemption at issue here, as well as the Legislature’s balance of

the key policy issues presented in this case.

A. GENERAL PRINCIPLES OF JUDICIAL NOTICE

“Judicial notice is the recognition and acceptance by the court,
for use ... by the court, of the existence of a matter of law or fact that
is relevant to an issue in the action without requiring formal proof of
the matter.” (Lockley v. Law Office of Cantrell, et al. (2001) 91

Cal.App.4th 875, 882.) “The underlying theory of judicial notice is
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that the matter being judicially noticed is a law or fact that is not
reasonably subject to dispute.” (Ibid. [emphasis original]; see Evid.
Code, § 452, subd. (h).)

A court reviewing a petition for appellate writ relief may take
judicial notice of any materials that are: (1) specified in Evidence
Code, section 452, and (2) relevant to the dispositive questions
before the court. (Evid. Code, § 459; Hughes Electronics Corp. v.
Citibank Delaware (2004) 120 Cal.App.4th 251, 266, fn. 13 [material
must be relevant to be subject to judicial notice]; see San Bernardino
County v. Superior Court (2015) 239 Cal.App.4th 679, 686, fn. 6
[judicial notice on consideration of writ petition].) The materials
specified in Evidence Code, section 452 include records of “any
court of this state” and items “that are not reasonably subject to
dispute and are capable of immediate and accurate determination by
resort to sources of reasonably indisputable accuracy.” (Evid. Code,

§ 452, subds. (d) & (h).)

B. ALL EXHIBITS ARE NOTICEABLE AND
RELEVANT

Amici respectfully submit this Court should notice the
documents attached as Exhibits A and B to the Cobden Declaration.

Exhibit A is an enactment of the California State Legislature,
which is provided to the Court for convenience. Evidence Code
section 452, subdivisions (b) and (c) provide for judicial notice of

“regulations and legislative enactments issued by or under the

5
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authority of ... any public entity” and the legislative departments of
any state. The accuracy of this publication of SB 34 may be
immediately determined by reviewing the Legislature’s online
legislation resources, or by reviewing published hard copies. code
sections as “legislative enactments of a municipality”].) Exhibit B is
noticeable as legislative history of a state statute. (Evid. Code, § 452,
subds. (b) & (c); Morrical v. Rogers (2013) 220 Cal.App.4th 438, 453,
fn. 15.)

C. THIS MOTION COMPLIESWITH RULE 8.252

Neither Amici submitted an amicus brief to the trial court or
to the Court of Appeal, and thus Amici did not have an opportunity
to request judicial notice of the documents presented as Exhibits A
and B to the Cobden Declaration. On information and belief, Amici
thus understand that the trial court did not notice any of these
documents. (Cal. Rules of Court, rule 8.252(a)(2)(B).) Exhibits A and
B were not available before the trial court’s ruling here, because
SB 34 was passed and enacted in October of 2015, approximately
5 months after the Court of Appeal’s decision. (Cal. Rules of Court,
rule 8.252(a)(2)(D).) However, as discussed above, Exhibits A and B
are relevant and subject to judicial notice. (Cal. Rules of Court,

rule 8.252(a)(2)(A) & (a)(2)(C).)
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CONCLUSION

For the reasons discussed above, Amici respectfully request
this Court take judicial notice of the documents attached as

Exhibits A and B to the Cobden Declaration.

DATED: April 29, 2015 COLANTUONO, HIGHSMITH &
WHATLEY, PC

o

MICHAEL R. COBDEN
Attorneys for Amici Curiae

League of California Cities and
California State Association of Counties
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DECLARATION OF MICHAEL R. COBDEN
[Cal. Rules of Court, rule 8.54(a)(2)]

1. I'am an attorney in good standing, licensed to practice
before the courts of this state. I am an associate with Colantuono,
Highsmith & Whatley, PC, counsel of record for Amici Curiae
League of California Cities and California State Association of
Counties (collectively, “Amici”) in this matter.

2. Attached hereto as Exhibit A is a true and correct copy
of Statutes of 2015, Chapter 532 (SB 34) which I obtained from the
Legislature’s legislative information website on April 28, 2016;

3. Attached hereto as Exhibit B is a true and correct copy
of the most recent Senate Floor Analysis for SB 34 which I obtained
from the Legislature’s legislative information website on April 28,
2016.

I declare under penalty of perjury under the laws of the State
of California that the foregoing is true and correct.

Executed April 29, 2016 in Grass Valley, California.

L

| Michael R. Cobden
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EXHIBIT A



SO soare or cavirornia
AUTHENTICATED !

ELECTRONIC LEGAL MATERIAL :

Senate Bill No. 34

CHAPTER 532

An act to amend Sections 1798.29 and 1798.82 of, and to add Title 1.81.23
(commencing with Section 1798.90.5) to Part 4 of Division 3 of, the Civil
Code, relating to personal information.

[Approved by Governor October 6, 2015. Filed with
Secretary of State October 6, 2015.]

LEGISLATIVE COUNSEL’S DIGEST

SB 34, Hill. Automated license plate recognition systems: use of data.

(1) Existing law authorizes the Department of the California Highway
Patrol to retain license plate data captured by license plate recognition (LPR)
technology, also referred to as an automated license plate recognition (ALPR)
system, for not more than 60 days unless the data is being used as evidence
or for the investigation of felonies. Existing law prohibits the department
from selling the data or from making the data available to an agency that is
not a law enforcement agency or an individual that is not a law enforcement
officer.

Existing law authorizes the department to use LPR data for the purpose
of locating vehicles or persons reasonably suspected of being involved in
the commission of a public offense, and requires the department to monitor
the internal use of the data to prevent unauthorized use and to submit to the
Legislature, as a part of the annual automobile theft report, information on
the department’s LPR practices and usage.

This bill would impose specified requirements on an “ALPR operator”
as defined, including, among others, maintaining reasonable security
procedures and practices to protect ALPR information and implementing a
usage and privacy policy with respect to that information, as specified. The
bill would impose similar requirements on an “ALPR end-user,” as defined.

The bill would require an ALPR operator that accesses or provides access
to ALPR information to maintain a specified record of that access and require
that ALPR information only be used for authorized purposes.

The bill would, in addition to any other sanctions, penalties, or remedies
provided by law, authorize an individual who has been harmed by a violation
of these provisions to bring a civil action in any court of competent
Jurisdiction against a person who knowingly caused the harm.

The bill would require a public agency, as defined, that operates or intends
to operate an ALPR system to provide an opportunity for public comment
at a regularly scheduled public meeting of the governing body of the public
agency before implementing the program. The bill would also prohibit a
public agency from selling, sharing, or transferring ALPR information,
except to another public agency, as specified.
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Ch. 532 —2—

(2) Existing law requires any agency, and any person or business
conducting business in California, that owns or licenses computerized data
that includes personal information, as defined, to disclose in specified ways,
any breach of the security of the system or data, as defined, following
discovery or notification of the security breach, to any California resident
whose unencrypted personal information was, or is reasonably believed to
have been, acquired by an unauthorized person. Existing law defines
“personal information” for these purposes to include an individual’s first
name and last name, or first initial and last name, in combination with one
or more designated data elements relating to, among other things, social
security numbers, driver’s license numbers, financial accounts, and medical
information.

This bill would include information or data collected through the use or
operation of an automated license plate recognition system, when that
information is not encrypted and is used in combination with an individual’s
name, in the definition of “personal information” discussed above.

This bill would incorporate additional changes to Section 1798.29 of the
Civil Code proposed by SB 570 and AB 964 that would become operative
if this bill and one or both of those bills are enacted and this bill is enacted
last.

This bill also would incorporate additional changes to Section 1798.82
of the Civil Code proposed by SB 570 and AB 964 that would become
operative if this bill and one or both of those bills are enacted and this bill
is enacted last.

The people of the State of California do enact as follows:

SECTION 1. Section 1798.29 of the Civil Code is amended to read:

1798.29. (a) Any agency that owns or licenses computerized data that
includes personal information shall disclose any breach of the security of
the system following discovery or notification of the breach in the security
of the data to any resident of California whose unencrypted personal
information was, or is reasonably believed to have been, acquired by an
unauthorized person. The disclosure shall be made in the most expedient
time possible and without unreasonable delay, consistent with the legitimate
needs of law enforcement, as provided in subdivision (c), or any measures
necessary to determine the scope of the breach and restore the reasonable
integrity of the data system.

(b) Any agency that maintains computerized data that includes personal
information that the agency does not own shall notify the owner or licensee
of the information of any breach of the security of the data immediately
following discovery, if the personal information was, or is reasonably
believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made after
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—3— Ch. 532

the law enforcement agency determines that it will not compromise the
investigation.

(d) Any agency that is required to issue a security breach notification
pursuant to this section shall meet all of the following requirements:

(1) The security breach notification shall be written in plain language.

(2) The security breach notification shall include, at a minimum, the
following information:

(A) The name and contact information of the reporting agency subject
to this section.

(B) A listofthe types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether the notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies, if the breach exposed a social security number or a
driver’s license or California identification card number.

(3) At the discretion of the agency, the security breach notification may
also include any of the following:

(A) Information about what the agency has done to protect individuals
whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(g), the agency may comply with this section by providing the security
breach notification in electronic or other form that directs the person whose
personal information has been breached to promptly change his or her
password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the agency and all other
online accounts for which the person uses the same user name or email
address and password or security question or answer.

(5) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for login credentials
of an email account furnished by the agency, the agency shall not comply
with this section by providing the security breach notification to that email
address, but may, instead, comply with this section by providing notice by
another method described in subdivision (i) or by clear and conspicuous
notice delivered to the resident online when the resident is connected to the
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online account from an Internet Protocol address or online location from
which the agency knows the resident customarily accesses the account.

(e) Any agency that is required to issue a security breach notification
pursuant to this section to more than 500 California residents as a result of
a single breach of the security system shall electronically submit a single
sample copy of that security breach notification, excluding any personally
identifiable information, to the Attorney General. A single sample copy of
a security breach notification shall not be deemed to be within subdivision
(f) of Section 6254 of the Government Code.

(f) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the agency. Good faith acquisition of personal information by an employee
or agent of the agency for the purposes of the agency is not a breach of the
security of the system, provided that the personal information is not used
or subject to further unauthorized disclosure.

(g) For purposes of this section, “personal information” means either of
the following:

(1) Anindividual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(h) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(i) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.
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(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the agency demonstrates that the cost of providing
notice would exceed two hundred fifty thousand dollars ($250,000), or that
the affected class of subject persons to be notified exceeds 500,000, or the
agency does not have sufficient contact information. Substitute notice shall
consist of all of the following:

(A) Email notice when the agency has an email address for the subject
persons.

(B) Conspicuous posting of the notice on the agency’s Internet Web site
page, if the agency maintains one.

(C) Notification to major statewide media and the Office of Information
Security within the Department of Technology.

(j) Notwithstanding subdivision (i), an agency that maintains its own
notification procedures as part of an information security policy for the
treatment of personal information and is otherwise consistent with the timing
requirements of this part shall be deemed to be in compliance with the
notification requirements of this section if it notifies subject persons in
accordance with its policies in the event of a breach of security of the system.

(k) Notwithstanding the exception specified in paragraph (4) of
subdivision (b) of Section 1798.3, for purposes of this section, “agency”
includes a local agency, as defined in subdivision (a) of Section 6252 of the
Government Code.

SEC. 1.1. Section 1798.29 of the Civil Code is amended to read:

1798.29. (a) Any agency that owns or licenses computerized data that
includes personal information shall disclose any breach of the security of
the system following discovery or notification of the breach in the security
of the data to any resident of California whose unencrypted personal
information was, or is reasonably believed to have been, acquired by an
unauthorized person. The disclosure shall be made in the most expedient
time possible and without unreasonable delay, consistent with the legitimate
needs of law enforcement, as provided in subdivision (c), or any measures
necessary to determine the scope of the breach and restore the reasonable
integrity of the data system.

(b) Any agency that maintains computerized data that includes personal
information that the agency does not own shall notify the owner or licensee
of the information of any breach of the security of the data immediately
following discovery, if the personal information was, or is reasonably
believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made after
the law enforcement agency determines that it will not compromise the
investigation.

(d) Any agency that is required to issue a security breach notification
pursuant to this section shall meet all of the following requirements:
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(1) The security breach notification shall be written in plain language,
shall be titled “Notice of Data Breach,” and shall present the information
described in paragraph (2) under the following headings: “What Happened,”
“What Information Was Involved,” “What We Are Doing,” “What You
Can Do,” and “For More Information.” Additional information may be
provided as a supplement to the notice.

(A) The format of the notice shall be designed to call attention to the
nature and significance of the information it contains.

(B) Thetitle and headings in the notice shall be clearly and conspicuously
displayed.

(C) The text of the notice and any other notice provided pursuant to this
section shall be no smaller than 10-point type.

(D) For a written notice described in paragraph (1) of subdivision (i),
use of the model security breach notification form prescribed below or use
of the headings described in this paragraph with the information described
in paragraph (2), written in plain language, shall be deemed to be in
compliance with this subdivision.

[NAME OF INSTITUTION / LOGO] Date: [insert date]

NOTICE OF DATA BREACH

What Happened?

What Information
Was Involved?

What We Are
Doing.

What You Can
Do.
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Other Important Information.
[insert other important information]

Call [telephone number] or go to [Internet Web site]
For More
Information.

(E) For an electronic notice described in paragraph (2) of subdivision
(i), use of the headings described in this paragraph with the information
described in paragraph (2), written in plain language, shall be deemed to be
in compliance with this subdivision.

(2) The security breach notification described in paragraph (1) shall
include, at a minimum, the following information:

(A) The name and contact information of the reporting agency subject
to this section.

(B) A listof the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether the notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toli-free telephone numbers and addresses of the major credit
reporting agencies, if the breach exposed a social security number or a
driver’s license or California identification card number.

(3) At the discretion of the agency, the security breach notification may
also include any of the following:

(A) Information about what the agency has done to protect individuals
whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.
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(¢) Any agency that is required to issue a security breach notification
pursuant to this section to more than 500 California residents as a result of
a single breach of the security system shall electronically submit a single
sample copy of that security breach notification, excluding any personally
identifiable information, to the Attorney General. A single sample copy of
a security breach notification shall not be deemed to be within subdivision
(f) of Section 6254 of the Government Code.

(f) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the agency. Good faith acquisition of personal information by an employee
or agent of the agency for the purposes of the agency is not a breach of the
security of the system, provided that the personal information is not used
or subject to further unauthorized disclosure.

(g) For purposes of this section, “personal information” means either of
the following;:

(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(h) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(1) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.
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(3) Substitute notice, if the agency demonstrates that the cost of providing
notice would exceed two hundred fifty thousand dollars ($250,000), or that
the affected class of subject persons to be notified exceeds 500,000, or the
agency does not have sufficient contact information. Substitute notice shall
consist of all of the following:

(A) Email notice when the agency has an email address for the subject
persons.

(B) Conspicuous posting, for a minimum of 30 days, of the notice on the
agency’s Internet Web site page, if the agency maintains one. For purposes
of this subparagraph, conspicuous posting on the agency’s Internet Web
site means providing a link to the notice on the home page or first significant
page after entering the Internet Web site that is in larger type than the
surrounding text, or in contrasting type, font, or color to the surrounding
text of the same size, or set off from the surrounding text of the same size
by symbols or other marks that call attention to the link.

(C) Notification to major statewide media and the Office of Information
Security within the Department of Technology.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(g), the agency may comply with this section by providing the security
breach notification in electronic or other form that directs the person whose
personal information has been breached to promptly change his or her
password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the agency and all other
online accounts for which the person uses the same user name or email
address and password or security question or answer.

(5) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for login credentials
of an email account furnished by the agency, the agency shall not comply
with this section by providing the security breach notification to that email
address, but may, instead, comply with this section by providing notice by
another method described in this subdivision or by clear and conspicuous
notice delivered to the resident online when the resident is connected to the
online account from an Intemet Protocol address or online location from
which the agency knows the resident customarily accesses the account.

(j) Notwithstanding subdivision (i), an agency that maintains its own
notification procedures as part of an information security policy for the
treatment of personal information and is otherwise consistent with the timing
requirements of this part shall be deemed to be in compliance with the
nofification requirements of this section if it notifies subject persons in
accordance with its policies in the event of a breach of security of the system.

(k) Notwithstanding the exception specified in paragraph (4) of
subdivision (b) of Section 1798.3, for purposes of this section, “agency”
includes a local agency, as defined in subdivision (a) of Section 6252 of the
Government Code.

SEC. 1.2. Section 1798.29 of the Civil Code is amended to read:
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1798.29. (a) Any agency that owns or licenses computerized data that
includes personal information shall disclose any breach of the security of
the system following discovery or notification of the breach in the security
of the data to any resident of California whose unencrypted personal
information was, or is reasonably believed to have been, acquired by an
unauthorized person. The disclosure shall be made in the most expedient
time possible and without unreasonable delay, consistent with the legitimate
needs of law enforcement, as provided in subdivision (c), or any measures
necessary to determine the scope of the breach and restore the reasonable
integrity of the data system.

(b) Any agency that maintains computerized data that includes personal
information that the agency does not own shall notify the owner or licensee
of the information of any breach of the security of the data immediately
following discovery, if the personal information was, or is reasonably
believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made after
the law enforcement agency determines that it will not compromise the
investigation.

(d) Any agency that is required to issue a security breach notification
pursuant to this section shall meet all of the following requirements:

(1) The security breach notification shall be written in plain language.

(2) The security breach notification shall include, at a minimum, the
following information:

(A) The name and contact information of the reporting agency subject
to this section.

(B) Alist of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether the notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies, if the breach exposed a social security number or a
driver’s license or California identification card number.

(3) At the discretion of the agency, the security breach notification may
also include any of the following:

(A) Information about what the agency has done to protect individuals
whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself,
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(4) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(g), the agency may comply with this section by providing the security
breach notification in electronic or other form that directs the person whose
personal information has been breached to promptly change his or her
password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the agency and all other
online accounts for which the person uses the same user name or email
address and password or security question or answer.

(5) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for login credentials
of an email account furnished by the agency, the agency shall not comply
with this section by providing the security breach notification to that email
address, but may, instead, comply with this section by providing notice by
another method described in subdivision (i) or by clear and conspicuous
notice delivered to the resident online when the resident is connected to the
online account from an Internet Protocol address or online location from
which the agency knows the resident customarily accesses the account.

(e) Any agency that is required to issue a security breach notification
pursuant to this section to more than 500 California residents as a result of
a single breach of the security system shall electronically submit a single
sample copy of that security breach notification, excluding any personally
identifiable information, to the Attorney General. A single sample copy of
a security breach notification shall not be deemed to be within subdivision
(f) of Section 6254 of the Government Code.

(f) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the agency. Good faith acquisition of personal information by an employee
or agent of the agency for the purposes of the agency is not a breach of the
security of the system, provided that the personal information is not used
or subject to further unauthorized disclosure.

(g) For purposes of this section, “personal information” means either of
the following:

(1) Anindividual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.
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(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(h) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(4) For purposes of this section, “encrypted” means rendered unusable,
unreadable, or indecipherable to an unauthorized person through a security
technology or methodology generally accepted in the field of information
security.

(i) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the agency demonstrates that the cost of providing
notice would exceed two hundred fifty thousand dollars ($250,000), or that
the affected class of subject persons to be notified exceeds 500,000, or the
agency does not have sufficient contact information. Substitute notice shall
consist of all of the following:

(A) Email notice when the agency has an email address for the subject
persons.

(B) Conspicuous posting of the notice on the agency’s Internet Web site
page, if the agency maintains one.

(C) Notification to major statewide media and the Office of Information
Security within the Department of Technology.

(j) Notwithstanding subdivision (i), an agency that maintains its own
notification procedures as part of an information security policy for the
treatment of personal information and is otherwise consistent with the timing
requirements of this part shall be deemed to be in compliance with the
notification requirements of this section if it notifies subject persons in
accordance with its policies in the event of a breach of security of the system.

(k) Notwithstanding the exception specified in paragraph (4) of
subdivision (b) of Section 1798.3, for purposes of this section, “agency”
includes a local agency, as defined in subdivision (a) of Section 6252 of the
Govermnment Code.

SEC. 1.3. Section 1798.29 of the Civil Code is amended to read:

1798.29. (a) Any agency that owns or licenses computerized data that
includes personal information shall disclose any breach of the security of
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the system following discovery or notification of the breach in the security
of the data to any resident of California whose unencrypted personal
information was, or is reasonably believed to have been, acquired by an
unauthorized person. The disclosure shall be made in the most expedient
time possible and without unreasonable delay, consistent with the legitimate
needs of law enforcement, as provided in subdivision (c), or any measures
necessary to determine the scope of the breach and restore the reasonable
integrity of the data system.

(b) Any agency that maintains computerized data that includes personal
information that the agency does not own shall notify the owner or licensee
of the information of any breach of the security of the data immediately
following discovery, if the personal information was, or is reasonably
believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made after
the law enforcement agency determines that it will not compromise the
investigation.

(d) Any agency that is required to issue a security breach notification
pursuant to this section shall meet all of the following requirements:

(1) The security breach notification shall be written in plain language,
shall be titled “Notice of Data Breach,” and shall present the information
described in paragraph (2) under the following headings: “What Happened,”
“What Information Was Involved,” “What We Are Doing,” “What You
Can Do,” and “For More Information.” Additional information may be
provided as a supplement to the notice.

(A) The format of the notice shall be designed to call attention to the
nature and significance of the information it contains.

(B) The title and headings in the notice shall be clearly and conspicuously
displayed.

(C) The text of the notice and any other notice provided pursuant to this
section shall be no smaller than 10-point type.

(D) For a written notice described in paragraph (1) of subdivision (i),
use of the model security breach notification form prescribed below or use
of the headings described in this paragraph with the information described
in paragraph (2), written in plain language, shall be deemed to be in
compliance with this subdivision.

[NAME OF INSTITUTION / LOGO] Date: [insert date]

NOTICE OF DATA BREACH

What Happened?
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What Information
Was Involved?

What We Are
Doing.

What You Can
Do.

Other Important Information.
[insert other important information]

Call [telephone number] or go to [Internet Web site]
For More
Information.

(E) For an electronic notice described in paragraph (2) of subdivision
(1), use of the headings described in this paragraph with the information
described in paragraph (2), written in plain language, shall be deemed to be
in compliance with this subdivision.

(2) The security breach notification described in paragraph (1) shall
include, at a minimum, the following information:

(A) The name and contact information of the reporting agency subject
to this section.
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(B) A list of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether the notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information 1s
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies, if the breach exposed a social security number or a
driver’s license or California identification card number.

(3) At the discretion of the agency, the security breach notification may
also include any of the following:

(A) Information about what the agency has done to protect individuals
whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(¢) Any agency that is required to issue a security breach notification
pursuant to this section to more than 500 California residents as a result of
a single breach of the security system shall electronically submit a single
sample copy of that security breach notification, excluding any personally
identifiable information, to the Attorney General. A single sample copy of
a security breach notification shall not be deemed to be within subdivision
(f) of Section 6254 of the Government Code.

(f) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the agency. Good faith acquisition of personal information by an employee
or agent of the agency for the purposes of the agency is not a breach of the
security of the system, provided that the personal information is not used
or subject to further unauthorized disclosure.

(g) For purposes of this section, “personal information” means either of
the following:

(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.
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(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(h) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(4) For purposes of this section, “encrypted” means rendered unusable,
unreadable, or indecipherable to an unauthorized person through a security
technology or methodology generally accepted in the field of information
security.

(i) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the agency demonstrates that the cost of providing
notice would exceed two hundred fifty thousand dollars ($250,000), or that
the affected class of subject persons to be notified exceeds 500,000, or the
agency does not have sufficient contact information. Substitute notice shall
consist of all of the following:

(A) Email notice when the agency has an email address for the subject
persons.

(B) Conspicuous posting, for a minimum of 30 days, of the notice on the
agency’s Internet Web site page, if the agency maintains one. For purposes
of this subparagraph, conspicuous posting on the agency’s Internet Web
site means providing a link to the notice on the home page or first significant
page after entering the Internet Web site that is in larger type than the
surrounding text, or in contrasting type, font, or color to the surrounding
text of the same size, or set off from the surrounding text of the same size
by symbols or other marks that call attention to the link.

(C) Notification to major statewide media and the Office of Information
Security within the Department of Technology.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(g), the agency may comply with this section by providing the security
breach notification in electronic or other form that directs the person whose

93



— 17— Ch. 532

personal information has been breached to promptly change his or her
password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the agency and all other
online accounts for which the person uses the same user name or email
address and password or security question or answer.

(5) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (g) for login credentials
of an email account furnished by the agency, the agency shall not comply
with this section by providing the security breach notification to that email
address, but may, instead, comply with this section by providing notice by
another method described in this subdivision or by clear and conspicuous
notice delivered to the resident online when the resident is connected to the
online account from an Internet Protocol address or online location from
which the agency knows the resident customarily accesses the account.

(j) Notwithstanding subdivision (i), an agency that maintains its own
notification procedures as part of an information security policy for the
treatment of personal information and is otherwise consistent with the timing
requirements of this part shall be deemed to be in compliance with the
notification requirements of this section if it notifies subject persons in
accordance with its policies in the event of a breach of security of the system.

(k) Notwithstanding the exception specified in paragraph (4) of
subdivision (b) of Section 1798.3, for purposes of this section, “agency”
includes a local agency, as defined in subdivision (a) of Section 6252 of the
Government Code.

SEC. 2. Section 1798.82 of the Civil Code is amended to read:

1798.82. (a) A person or business that conducts business in California,
and that owns or licenses computerized data that includes personal
information, shall disclose a breach of the security of the system following
discovery or notification of the breach in the security of the data to a resident
of California whose unencrypted personal information was, or is reasonably
believed to have been, acquired by an unauthorized person. The disclosure
shall be made in the most expedient time possible and without unreasonable
delay, consistent with the legitimate needs of law enforcement, as provided
in subdiviston (c), or any measures necessary to determine the scope of the
breach and restore the reasonable integrity of the data system.

(b) A person or business that maintains computerized data that includes
personal information that the person or business does not own shall notify
the owner or licensee of the information of the breach of the security of the
data immediately following discovery, if the personal information was, or
is reasonably believed to have been, acquired by an unauthorized person.

{c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made
promptly after the law enforcement agency determines that it will not
compromise the investigation.
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(d) A person or business that is required to issue a security breach
notification pursuant to this section shall meet all of the following
requirements:

(1) The security breach notification shall be written in plain language.

(2) The security breach notification shall include, at a minimum, the
following information:

(A) The name and contact information of the reporting person or business
subject to this section.

(B) A list of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (ii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies if the breach exposed a social security number or a
driver’s license or California identification card number.

(G) If the person or business providing the notification was the source
of the breach, an offer to provide appropriate identity theft prevention and
mitigation services, if any, shall be provided at no cost to the affected person
for not less than 12 months, along with all information necessary to take
advantage of the offer to any person whose information was or may have
been breached if the breach exposed or may have exposed personal
information defined in subparagraphs (A) and (B) of paragraph (1) of
subdivision (h).

(3) At the discretion of the person or business, the security breach
notification may also include any of the following;:

(A) Information about what the person or business has done to protect
individuals whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(h), the person or business may comply with this section by providing the
security breach notification in electronic or other form that directs the person
whose personal information has been breached promptly to change his or
her password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the person or business
and all other online accounts for which the person whose personal
information has been breached uses the same user name or email address
and password or security question or answer.

93



— 19— Ch. 532

(5) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for login credentials
of an email account furnished by the person or business, the person or
business shall not comply with this section by providing the security breach
notification to that email address, but may, instead, comply with this section
by providing notice by another method described in subdivision (j) or by
clear and conspicuous notice delivered to the resident online when the
resident is connected to the online account from an Internet Protocol address
or online location from which the person or business knows the resident
customarily accesses the account.

(e) A covered entity under the federal Health Insurance Portability and
Accountability Act of 1996 (42 U.S.C. Sec. 1320d et seq.) will be deemed
to have complied with the notice requirements in subdivision (d) if it has
complied completely with Section 13402(f) of the federal Health Information
Technology for Economic and Clinical Health Act (Public Law 111-5).
However, nothing in this subdivision shall be construed to exempt a covered
entity from any other provision of this section.

(f) A person or business that is required to issue a security breach
notification pursuant to this section to more than 500 California residents
as a result of a single breach of the security system shall electronically
submit a single sample copy of that security breach notification, excluding
any personally identifiable information, to the Attorney General. A single
sample copy of a security breach notification shall not be deemed to be
within subdivision (f) of Section 6254 of the Government Code.

(g) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the person or business. Good faith acquisition of personal information by
an employee or agent of the person or business for the purposes of the person
or business is not a breach of the secunty of the system, provided that the
personal information is not used or subject to further unauthorized disclosure.

(h) For purposes of this section, “personal information” means either of
the following:

(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.
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(i) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(j) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the person or business demonstrates that the cost
of providing notice would exceed two hundred fifty thousand dollars
(3250,000), or that the affected class of subject persons to be notified exceeds
500,000, or the person or business does not have sufficient contact
information. Substitute notice shall consist of all of the following:

(A) Email notice when the person or business has an email address for
the subject persons.

(B) Conspicuous posting of the notice on the Internet Web site page of
the person or business, if the person or business maintains one.

(C) Notification to major statewide media.

(k) Notwithstanding subdivision (j), a person or business that maintains
its own notification procedures as part of an information security policy for
the treatment of personal information and is otherwise consistent with the
timing requirements of this part, shall be deemed to be in compliance with
the notification requirements of this section if the person or business notifies
subject persons in accordance with its policies in the event of a breach of
security of the system.

SEC. 2.1. Section 1798.82 of the Civil Code is amended to read:

1798.82. (a) A person or business that conducts business in California,
and that owns or licenses computerized data that includes personal
information, shall disclose a breach of the security of the system following
discovery or notification of the breach in the security of the data to a resident
of California whose unencrypted personal information was, or is reasonably
believed to have been, acquired by an unauthorized person. The disclosure
shall be made in the most expedient time possible and without unreasonable
delay, consistent with the legitimate needs of law enforcement, as provided
in subdivision (c), or any measures necessary to determine the scope of the
breach and restore the reasonable integrity of the data system.

(b) A person or business that maintains computerized data that includes
personal information that the person or business does not own shall notify
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the owner or licensee of the information of the breach of the security of the
data immediately following discovery, if the personal information was, or
is reasonably believed to have been, acquired by an unauthorized person.

{c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made
promptly after the law enforcement agency determines that it will not
compromise the investigation.

(d) A person or business that is required to issue a security breach
notification pursuant to this section shall meet all of the following
requirements:

(1) The security breach notification shall be written in plain language,
shall be titled “Notice of Data Breach,” and shall present the information
described in paragraph (2) under the following headings: “What Happened,”
“What Information Was Involved,” “What We Are Doing,” “What You
Can Do,” and “For More Information.” Additional information may be
provided as a supplement to the notice.

(A) The format of the notice shall be designed to call attention to the
nature and significance of the information it contains.

(B) The title and headings in the notice shall be clearly and conspicuously
displayed.

(C) The text of the notice and any other notice provided pursuant to this
section shall be no smaller than 10-point type.

(D) For a written notice described in paragraph (1) of subdivision (j),
use of the model security breach notification form prescribed below or use
of the headings described in this paragraph with the information described
in paragraph (2), written in plain language, shall be deemed to be in
compliance with this subdivision.

[NAME OF INSTITUTION / LOGO] Date: [insert date]

NOTICE OF DATA BREACH

What Happened?

‘What Information
‘Was Involved?
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What We Are
Doing.

What You Can
Do.

Other Important Information.
[insert other important information]

Call [telephone number] or go to [Internet Web site]
For More
Information.

(E) For an electronic notice described in paragraph (2) of subdivision
(j), use of the headings described in this paragraph with the information
described in paragraph (2), written in plain language, shall be deemed to be
in compliance with this subdivision.

(2) The security breach notification described in paragraph (1) shall
include, at a minimum, the following information:

(A) The name and contact information of the reporting person or business
subject to this section.

(B) A list of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.
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(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies if the breach exposed a social security number or a
driver’s license or California identification card number.

(G) If the person or business providing the notification was the source
of the breach, an offer to provide appropriate identity theft prevention and
mitigation services, if any, shall be provided at no cost to the affected person
for not less than 12 months along with all information necessary to take
advantage of the offer to any person whose information was or may have
been breached if the breach exposed or may have exposed personal
information defined in subparagraphs (A) and (B) of paragraph (1) of
subdivision (h).

(3) At the discretion of the person or business, the security breach
notification may also include any of the following:

(A) Information about what the person or business has done to protect
individuals whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(e) A covered entity under the federal Health Insurance Portability and
Accountability Act of 1996 (42 U.S.C. Sec. 1320d et seq.) will be deemed
to have complied with the notice requirements in subdivision (d) if it has
complied completely with Section 13402(f) of the federal Health Information
Technology for Economic and Clinical Health Act (Public Law 111-5).
However, nothing in this subdivision shall be construed to exempt a covered
entity from any other provision of this section.

(f) A person or business that is required to issue a security breach
notification pursuant to this section to more than 500 California residents
as a result of a single breach of the security system shall electronically
submit a single sample copy of that security breach notification, excluding
any personally identifiable information, to the Attorney General. A single
sample copy of a security breach notification shall not be deemed to be
within subdivision (f) of Section 6254 of the Government Code.

(g) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the person or business. Good faith acquisition of personal information by
an employee or agent of the person or business for the purposes of the person
or business is not a breach of the security of the system, provided that the
personal information is not used or subject to further unauthorized disclosure.

(h) For purposes of this section, “personal information” means either of
the following:

(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.
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(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(i) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(j) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the person or business demonstrates that the cost
of providing notice would exceed two hundred fifty thousand dollars
($250,000), or that the affected class of subject persons to be notified exceeds
500,000, or the person or business does not have sufficient contact
information. Substitute notice shall consist of all of the following:

(A) Email notice when the person or business has an email address for
the subject persons.

(B) Conspicuous posting, for a minimum of 30 days, of the notice on the
Internet Web site page of the person or business, if the person or business
maintains one. For purposes of this subparagraph, conspicuous posting on
the person’s or business’s Internet Web site means providing a link to the
notice on the home page or first significant page after entering the Internet
Web site that is in larger type than the surrounding text, or in contrasting
type, font, or color to the surrounding text of the same size, or set off from
the surrounding text of the same size by symbols or other marks that call
attention to the link.

(C) Notification to major statewide media.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(h), the person or business may comply with this section by providing the
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security breach notification in electronic or other form that directs the person
whose personal information has been breached promptly to change his or
her password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the person or business
and all other online accounts for which the person whose personal
information has been breached uses the same user name or email address
and password or security question or answer.

(5) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for login credentials
of an email account furnished by the person or business, the person or
business shall not comply with this section by providing the security breach
notification to that email address, but may, instead, comply with this section
by providing notice by another method described in this subdivision or by
clear and conspicuous notice delivered to the resident online when the
resident is connected to the online account from an Internet Protocol address
or online location from which the person or business knows the resident
customarily accesses the account.

(k) Notwithstanding subdivision (j), a person or business that maintains
its own notification procedures as part of an information security policy for
the treatment of personal information and is otherwise consistent with the
timing requirements of this part, shall be deemed to be in compliance with
the notification requirements of this section if the person or business notifies
subject persons in accordance with its policies in the event of a breach of
security of the system.

SEC. 2.2. Section 1798.82 of the Civil Code is amended to read:

1798.82. (a) A person or business that conducts business in California,
and that owns or licenses computerized data that includes personal
information, shall disclose a breach of the security of the system following
discovery or notification of the breach in the security of the data to a resident
of California whose unencrypted personal information was, or is reasonably
believed to have been, acquired by an unauthorized person. The disclosure
shall be made in the most expedient time possible and without unreasonable
delay, consistent with the legitimate needs of law enforcement, as provided
in subdivision (c), or any measures necessary to determine the scope of the
breach and restore the reasonable integrity of the data system.

(b) A person or business that maintains computerized data that includes
personal information that the person or business does not own shall notify
the owner or licensee of the information of the breach of the security of the
data immediately following discovery, if the personal information was, or
1s reasonably believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made
promptly after the law enforcement agency determines that it will not
compromise the investigation.
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(d) A person or business that is required to issue a security breach
notification pursuant to this section shall meet all of the following
requirements:

(1) The security breach notification shall be written in plain language.

(2) The security breach notification shall include, at a minimum, the
following information:

(A) The name and contact information of the reporting person or business
subject to this section.

(B) A list of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.

(D) Whether notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies if the breach exposed a social security number or a
driver’s license or California identification card number.

(G) If the person or business providing the notification was the source
of the breach, an offer to provide appropriate identity theft prevention and
mitigation services, if any, shall be provided at no cost to the affected person
for not less than 12 months, along with all information necessary to take
advantage of the offer to any person whose information was or may have
been breached if the breach exposed or may have exposed personal
information defined in subparagraphs (A) and (B) of paragraph (1) of
subdivision (h).

(3) At the discretion of the person or business, the security breach
notification may also include any of the following:

(A) Information about what the person or business has done to protect
individuals whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(4) In the case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for an online account,
and no other personal information definedjn paragraph (1) of subdivision
(h), the person or business may comply with this section by providing the
security breach notification in electronic or other form that directs the person
whose personal information has been breached promptly to change his or
her password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the person or business
and all other online accounts for which the person whose personal
information has been breached uses the same user name or email address
and password or security question or answer.
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(5) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for login credentials
of an email account furnished by the person or business, the person or
business shall not comply with this section by providing the security breach
notification to that email address, but may, instead, comply with this section
by providing notice by another method described in subdivision (j) or by
clear and conspicuous notice delivered to the resident online when the
resident is connected to the online account from an Internet Protocol address
or online location from which the person or business knows the resident
customarily accesses the account.

(e) A covered entity under the federal Health Insurance Portability and
Accountability Act of 1996 (42 U.S.C. Sec. 1320d et seq.) will be deemed
to have complied with the notice requirements in subdivision (d) if it has
complied completely with Section 13402(f) of the federal Health Information
Technology for Economic and Clinical Health Act (Public Law 111-5).
However, nothing in this subdivision shall be construed to exempt a covered
entity from any other provision of this section.

(f) A person or business that is required to issue a security breach
notification pursuant to this section to more than 500 California residents
as a result of a single breach of the security system shall electronically
submit a single sample copy of that security breach notification, excluding
any personally identifiable information, to the Attorney General. A single
sample copy of a security breach notification shall not be deemed to be
within subdivision (f) of Section 6254 of the Government Code.

(g) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the person or business. Good faith acquisition of personal information by
an employee or agent of the person or business for the purposes of the person
or business is not a breach of the security of the system, provided that the
personal information is not used or subject to further unauthorized disclosure.

(h) For purposes of this section, “personal information” means either of
the following:

(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.
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(i) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(4) For purposes of this section, “encrypted” means rendered unusable,
unreadable, or indecipherable to an unauthorized person through a security
technology or methodology generally accepted in the field of information
security.

(j) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the person or business demonstrates that the cost
of providing notice would exceed two hundred fifty thousand dollars
($250,000), or that the affected class of subject persons to be notified exceeds
500,000, or the person or business does not have sufficient contact
information. Substitute notice shall consist of all of the following:

(A) Email notice when the person or business has an email address for
the subject persons.

(B) Conspicuous posting of the notice on the Internet Web site page of
the person or business, if the person or business maintains one.

(C) Notification to major statewide media.

(k) Notwithstanding subdivision (j), a person or business that maintains
its own notification procedures as part of an information security policy for
the treatment of personal information and is otherwise consistent with the
timing requirements of this part, shall be deemed to be in compliance with
the notification requirements of this section if the person or business notifies
subject persons in accordance with its policies in the event of a breach of
security of the system.

SEC. 2.3. Section 1798.82 of the Civil Code is amended to read:

1798.82. (a) A person or business that conducts business in California,
and that owns or licenses computerized data that includes personal
information, shall disclose a breach of the security of the system following
discovery or notification of the breach in the security of the data to a resident
of California whose unencrypted personal information was, or is reasonably
believed to have been, acquired by an unauthorized person. The disclosure
shall be made in the most expedient time possible and without unreasonable
delay, consistent with the legitimate needs of law enforcement, as provided
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in subdivision (c), or any measures necessary to determine the scope of the
breach and restore the reasonable integrity of the data system.

(b) A person or business that maintains computerized data that includes
personal information that the person or business does not own shall notify
the owner or licensee of the information of the breach of the security of the
data immediately following discovery, if the personal information was, or
is reasonably believed to have been, acquired by an unauthorized person.

(c) The notification required by this section may be delayed if a law
enforcement agency determines that the notification will impede a criminal
investigation. The notification required by this section shall be made
promptly after the law enforcement agency determines that it will not
compromise the investigation.

(d) A person or business that is required to issue a security breach
notification pursuant to this section shall meet all of the following
requirements:

(1) The security breach notification shall be written in plain language,
shall be titled “Notice of Data Breach,” and shall present the information
described in paragraph (2) under the following headings: “What Happened,”
“What Information Was Involved,” “What We Are Doing,” “What You
Can Do,” and “For More Information.” Additional information may be
provided as a supplement to the notice.

(A) The format of the notice shall be designed to call attention to the
nature and significance of the information it contains.

(B) The title and headings in the notice shall be clearly and conspicuously
displayed.

(C) The text of the notice and any other notice provided pursuant to this
section shall be no smaller than 10-point type.

(D) For a written notice described in paragraph (1) of subdivision (j),
use of the model security breach notification form prescribed below or use
of the headings described in this paragraph with the information described
in paragraph (2), written in plain language, shall be deemed to be in
compliance with this subdivision.

[NAME OF INSTITUTION / LOGO] Date: [insert date]

NOTICE OF DATA BREACH

What Happened?

93



Ch. 532 —30—

‘What Information
Was Involved?

What We Are
Doing.

What You Can
Do.

Other Important Information.
{insert other important information]

Call [telephone number] or go to [Internet Web site]
For More
Information.

(E) For an electronic notice described in paragraph (2) of subdivision
(i), use of the headings described in this paragraph with the information
described in paragraph (2), written in plain language, shall be deemed to be
in compliance with this subdivision.

(2) The security breach notification described in paragraph (1) shall
include, at a minimum, the following information:

(A) The name and contact information of the reporting person or business
subject to this section.

(B) A list of the types of personal information that were or are reasonably
believed to have been the subject of a breach.

(C) If the information is possible to determine at the time the notice is
provided, then any of the following: (i) the date of the breach, (ii) the
estimated date of the breach, or (iii) the date range within which the breach
occurred. The notification shall also include the date of the notice.
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(D) Whether notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided.

(E) A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.

(F) The toll-free telephone numbers and addresses of the major credit
reporting agencies if the breach exposed a social security number or a
driver’s license or California identification card number.

(G) If the person or business providing the notification was the source
of the breach, an offer to provide appropriate identity theft prevention and
mitigation services, if any, shall be provided at no cost to the affected person
for not less than 12 months along with all information necessary to take
advantage of the offer to any person whose information was or may have
been breached if the breach exposed or may have exposed personal
information defined in subparagraphs (A) and (B) of paragraph (1) of
subdivision (h).

(3) At the discretion of the person or business, the security breach
notification may also include any of the following:

(A) Information about what the person or business has done to protect
individuals whose information has been breached.

(B) Advice on steps that the person whose information has been breached
may take to protect himself or herself.

(e) A covered entity under the federal Health Insurance Portability and
Accountability Act of 1996 (42 U.S.C. Sec. 1320d et seq.) will be deemed
to have complied with the notice requirements in subdivision (d) if it has
complied completely with Section 13402(f) of the federal Health Information
Technology for Economic and Clinical Health Act (Public Law 111-5).
However, nothing in this subdivision shall be construed to exempt a covered
entity from any other provision of this section.

(f) A person or business that is required to issue a security breach
notification pursuant to this section to more than 500 California residents
as a result of a single breach of the security system shall electronically
submit a single sample copy of that security breach notification, excluding
any personally identifiable information, to the Attorney General. A single
sample copy of a security breach notification shall not be deemed to be
within subdivision (f) of Section 6254 of the Government Code.

(g) For purposes of this section, “breach of the security of the system”
means unauthorized acquisition of computerized data that compromises the
security, confidentiality, or integrity of personal information maintained by
the person or business. Good faith acquisition of personal information by
an employee or agent of the person or business for the purposes of the person
or business is not a breach of the security of the system, provided that the
personal information is not used or subject to further unauthorized disclosure.

(h) For purposes of this section, “personal information” means either of
the following:
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(1) An individual’s first name or first initial and last name in combination
with any one or more of the following data elements, when either the name
or the data elements are not encrypted:

(A) Social security number.

(B) Driver’s license number or California identification card number.

(C) Account number, credit or debit card number, in combination with
any required security code, access code, or password that would permit
access to an individual’s financial account.

(D) Medical information.

(E) Health insurance information.

(F) Information or data collected through the use or operation of an
automated license plate recognition system, as defined in Section 1798.90.5.

(2) A user name or email address, in combination with a password or
security question and answer that would permit access to an online account.

(i) (1) For purposes of this section, “personal information” does not
include publicly available information that is lawfully made available to
the general public from federal, state, or local government records.

(2) For purposes of this section, “medical information” means any
information regarding an individual’s medical history, mental or physical
condition, or medical treatment or diagnosis by a health care professional.

(3) For purposes of this section, “health insurance information” means
an individual’s health insurance policy number or subscriber identification
number, any unique identifier used by a health insurer to identify the
individual, or any information in an individual’s application and claims
history, including any appeals records.

(4) For purposes of this section, “encrypted” means rendered unusable,
unreadable, or indecipherable to an unauthorized person through a security
technology or methodology generally accepted in the field of information
security.

(j) For purposes of this section, “notice” may be provided by one of the
following methods:

(1) Written notice.

(2) Electronic notice, if the notice provided is consistent with the
provisions regarding electronic records and signatures set forth in Section
7001 of Title 15 of the United States Code.

(3) Substitute notice, if the person or business demonstrates that the cost
of providing notice would exceed two hundred fifty thousand dollars
($250,000), or that the affected class of subject persons to be notified exceeds
500,000, or the person or business does not have sufficient contact
information. Substitute notice shall consist of all of the following:

(A) Email notice when the person or business has an email address for
the subject persons.

(B) Conspicuous posting, for a minimum of 30 days, of the notice on the
Internet Web site page of the person or business, if the person or business
maintains one. For purposes of this subparagraph, conspicuous posting on
the person’s or business’s Internet Web site means providing a link to the
notice on the home page or first significant page after entering the Internet
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Web site that is in larger type than the surrounding text, or in contrasting
type, font, or color to the surrounding text of the same size, or set off from
the surrounding text of the same size by symbols or other marks that call
attention to the link.

(C) Notification to major statewide media.

(4) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for an online account,
and no other personal information defined in paragraph (1) of subdivision
(h), the person or business may comply with this section by providing the
security breach notification in electronic or other form that directs the person
whose personal information has been breached promptly to change his or
her password and security question or answer, as applicable, or to take other
steps appropriate to protect the online account with the person or business
and all other online accounts for which the person whose personal
information has been breached uses the same user name or email address
and password or security question or answer.

(5) Inthe case of a breach of the security of the system involving personal
information defined in paragraph (2) of subdivision (h) for login credentials
of an email account furnished by the person or business, the person or
business shall not comply with this section by providing the security breach
notification to that email address, but may, instead, comply with this section
by providing notice by another method described in this subdivision or by
clear and conspicuous notice delivered to the resident online when the
resident is connected to the online account from an Internet Protocol address
or online location from which the person or business knows the resident
customarily accesses the account.

(k) Notwithstanding subdivision (j), a person or business that maintains
its own notification procedures as part of an information security policy for
the treatment of personal information and is otherwise consistent with the
timing requirements of this part, shall be deemed to be in compliance with
the notification requirements of this section if the person or business notifies
subject persons in accordance with its policies in the event of a breach of
security of the system.

SEC. 3. Title 1.81.23 (commencing with Section 1798.90.5) is added
to Part 4 of Division 3 of the Civil Code, to read:

TITLE 1.81.23. COLLECTION OF LICENSE PLATE INFORMATION

1798.90.5. The following definitions shall apply for purposes of this
title:

(a) “Automated license plate recognition end-user” or “ALPR end-user”
means a person that accesses or uses an ALPR system, but does not include
any of the following:

(1) A transportation agency when subject to Section 31490 of the Streets
and Highways Code.
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(2) A person that is subject to Sections 6801 to 6809, inclusive, of Title
15 of the United States Code and state or federal statutes or regulations
implementing those sections, if the person is subject to compliance oversight
by a state or federal regulatory agency with respect to those sections.

(3) A person, other than a law enforcement agency, to whom information
may be disclosed as a permissible use pursuant to Section 2721 of Title 18
of the United States Code.

(b) “Automated license plate recognition information,” or “ALPR
information” means information or data collected through the use of an
ALPR system.

(c) “Automated license plate recognition operator” or “ALPR operator”
means a person that operates an ALPR system, but does not include a
transportation agency when subject to Section 31490 of the Streets and
Highways Code.

(d) “Automated license plate recognition system” or “ALPR system”
means a searchable computerized database resulting from the operation of
one or more mobile or fixed cameras combined with computer algorithms
to read and convert images of registration plates and the characters they
contain into computer-readable data.

(e) “Person” means any natural person, public agency, partnership, firm,
association, corporation, limited liability company, or other legal entity.

(f) “Public agency” means the state, any city, county, or city and county,
or any agency or political subdivision of the state or a city, county, or city
and county, including, but not limited to, a law enforcement agency.

1798.90.51. An ALPR operator shall do all of the following:

(a) Maintain reasonable security procedures and practices, including
operational, administrative, technical, and physical safeguards, to protect
ALPR information from unauthorized access, destruction, use, modification,
or disclosure.

(b) (1) Implement a usage and privacy policy in order to ensure that the
collection, use, maintenance, sharing, and dissemination of ALPR
information is consistent with respect for individuals’ privacy and civil
liberties. The usage and privacy policy shall be available to the public in
writing, and, if the ALPR operator has an Internet Web site, the usage and
privacy policy shall be posted conspicuously on that Internet Web site.

(2) The usage and privacy policy shall, at a minimum, include all of the
following:

(A) The authorized purposes for using the ALPR system and collecting
ALPR information.

(B) A description of the job title or other designation of the employees
and independent contractors who are authorized to use or access the ALPR
system, or to collect ALPR information. The policy shall identify the training
requirements necessary for those authorized employees and independent
contractors.

(C) A description of how the ALPR system will be monitored to ensure
the security of the information and compliance with applicable privacy laws.
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(D) The purposes of, process for, and restrictions on, the sale, sharing,
or transfer of ALPR information to other persons.

(E) The title of the official custodian, or owner, of the ALPR system
responsible for implementing this section.

(F) A description of the reasonable measures that will be used to ensure
the accuracy of ALPR information and correct data errors.

(G) The length of time ALPR information will be retained, and the
process the ALPR operator will utilize to determine if and when to destroy
retained ALPR information.

1798.90.52. If an ALPR operator accesses or provides access to ALPR
information, the ALPR operator shall do both of the following:

(a) Maintain a record of that access. At a minimum, the record shall
include all of the following:

(1) The date and time the information is accessed.

(2) The license plate number or other data elements used to query the
ALPR system.

(3) The username of the person who accesses the information, and, as
applicable, the organization or entity with whom the person is affiliated.

(4) The purpose for accessing the information.

(b) Require that ALPR information only be used for the authorized
purposes described in the usage and privacy policy required by subdivision
(b) of Section 1798.90.51.

1798.90.53. An ALPR end-user shall do all of the following:

(a) Maintain reasonable security procedures and practices, including
operational, administrative, technical, and physical safeguards, to protect
ALPR information from unauthorized access, destruction, use, modification,
or disclosure.

(b) (1) Implement a usage and privacy policy in order to ensure that the
access, use, sharing, and dissemination of ALPR information is consistent
with respect for individuals® privacy and civil liberties. The usage and
privacy policy shall be available to the public in writing, and, if the ALPR
end-user has an Internet Web site, the usage and privacy policy shall be
posted conspicuously on that Internet Web site.

(2) The usage and privacy policy shall, at a minimum, include all of the
following:

(A) The authorized purposes for accessing and using ALPR information.

(B) A description of the job title or other designation of the employees
and independent contractors who are authorized to access and use ALPR
information. The policy shall identify the training requirements necessary
for those authorized employees and independent contractors.

(C) A description of how the ALPR system will be monitored to ensure
the security of the information accessed or used, and compliance with all
applicable privacy laws and a process for periodic system audits.

(D) The purposes of, process for, and restrictions on, the sale, sharing,
or transfer of ALPR information to other persons.

(E) The title of the official custodian, or owner, of the ALPR information
responsible for implementing this section.
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(F) A description of the reasonable measures that will be used to ensure
the accuracy of ALPR information and correct data errors.

(G) The length of time ALPR information will be retained, and the
process the ALPR end-user will utilize to determine if and when to destroy
retained ALPR information.

1798.90.54. (a) Inaddition to any other sanctions, penalties, or remedies
provided by law, an individual who has been harmed by a violation of this
title, including, but not limited to, unauthorized access or use of ALPR
information or a breach of security of an ALPR system, may bring a civil
action in any court of competent jurisdiction against a person who knowingly
caused the harm.

(b) The court may award a combination of any one or more of the
following:

(1) Actual damages, but not less than liquidated damages in the amount
of two thousand five hundred dollars ($2,500).

(2) Punitive damages upon proof of willful or reckless disregard of the
law.

(3) Reasonable attorney’s fees and other litigation costs reasonably
incurred.

(4) Other preliminary and equitable relief as the court determines to be
appropriate.

1798.90.55. Notwithstanding any other law or regulation:

(a) A public agency that operates or intends to operate an ALPR system
shall provide an opportunity for public comment at a regularly scheduled
public meeting of the governing body of the public agency before
implementing the program.

(b) A public agency shall not sell, share, or transfer ALPR information,
except to another public agency, and only as otherwise permitted by law.
For purposes of this section, the provision of data hosting or towing services
shall not be considered the sale, sharing, or transferring of ALPR
information.

SEC. 4. (a) Section 1.1 of this bill incorporates amendments to Section
1798.29 of the Civil Code proposed by both this bill and Senate Bill 570.
It shall only become operative if (1) both bills are enacted and become
effective on or before January 1, 2016, (2) each bill amends Section 1798.29
of the Civil Code, (3) Assembly Bill 964 is not enacted or as enacted does
not amend that section, and (4) this bill is enacted after Senate Bill 570, in
which case Sections 1, 1.2, and 1.3 of this bill shall not become operative.

(b) Section 1.2 of this bill incorporates amendments to Section 1798.29
of the Civil Code proposed by both this bill and Assembly Bill 964. It shall
only become operative if (1) both bills are enacted and become effective on
or before January 1, 2016, (2) each bill amends Section 1798.29 of the Civil
Code, (3) Senate Bill 570 is not enacted or as enacted does not amend that
section, and (4) this bill is enacted after Assembly Bill 964, in which case
Sections 1, 1.1, and 1.3 of this bill shall not become operative.

(c) Section 1.3 of this bill incorporates amendments to Section 1798.29
of the Civil Code proposed by this bill, Senate Bill 570, and Assembly Bill
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964. It shall only become operative if (1) all three bills are enacted and
become effective on or before January 1, 2016, (2) all three bills amend
Section 1798.29 of the Civil Code, and (3) this bill is enacted after Senate
Bill 570 and Assembly Bill 964, in which case Sections 1, 1.1, and 1.2 of
this bill shall not become operative.

SEC. 5. (a) Section 2.1 of this bill incorporates amendments to Section
1798.82 of the Civil Code proposed by both this bill and Senate Bill 570.
It shall only become operative if (1) both bills are enacted and become
effective on or before January 1, 2016, (2) each bill amends Section 1798.82
of the Civil Code, (3) Assembly Bill 964 is not enacted or as enacted does
not amend that section, and (4) this bill is enacted after Senate Bill 570, in
which case Sections 2, 2.2, and 2.3 of this bill shall not become operative.

(b) Section 2.2 of this bill incorporates amendments to Section 1798.82
of the Civil Code proposed by both this bill and Assembly Bill 964. It shall
only become operative if (1) both bills are enacted and become effective on
or before January 1, 2016, (2) each bill amends Section 1798.82 of the Civil
Code, (3) Senate Bill 570 is not enacted or as enacted does not amend that
section, and (4) this bill is enacted after Assembly Bill 964, in which case
Sections 2, 2.1, and 2.3 of this bill shall not become operative.

(c) Section 2.3 of this bill incorporates amendments to Section 1798.82
of the Civil Code proposed by this bill, Senate Bill 570, and Assembly Bill
964. It shall only become operative if (1) all three bills are enacted and
become effective on or before January 1, 2016, (2) all three bills amend
Section 1798.82 of the Civil Code, and (3) this bill is enacted after Senate
Bill 570 and Assembly Bill 964, in which case Sections 2, 2.1, and 2.2 of
this bill shall not become operative.
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SENATE RULES COMMITTEE SB 34
Office of Senate Floor Analyses
(916) 651-1520 Fax: (916) 327-4478

UNFINISHED BUSINESS

Bill No: SB 34
Author: Hill (D), et al.
Amended: 9/1/15

Vote: 21

SENATE TRANS. & HOUSING COMMITTEE: 8-2, 4/7/15

AYES: Beall, Allen, Galgiani, Leyva, McGuire, Mendoza, Roth, Wieckowski
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NO VOTE RECORDED: Cannella

SENATE JUDICIARY COMMITTEE: 4-2, 4/14/15
AYES: Jackson, Leno, Monning, Wieckowski
NOES: Vidak, Anderson

NO VOTE RECORDED: Hertzberg

SENATE APPROPRIATIONS COMMITTEE: 5-2, 5/4/15
AYES: Lara, Beall, Hill, Leyva, Mendoza
NOES: Bates, Nielsen

SENATE FLOOR: 25-12, 5/7/15

AYES: Allen, Beall, Block, Cannella, De Ledn, Galgiani, Hall, Hancock,
Hernandez, Hertzberg, Hill, Hueso, Jackson, Lara, Leno, Leyva, McGuire,
Mendoza, Mitchell, Monning, Pan, Paviey, Roth, Wieckowski, Wolk

NOES: Anderson, Bates, Berryhill, Gaines, Huff, Moorlach, Morrell, Nguyen,
Nielsen, Runner, Stone, Vidak

NO VOTE RECORDED: Fuller, Liu
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DIGEST: This bill establishes regulations on the privacy and usage of automatic
license plate recognition (ALPR) data and expands the meaning of “personal
information” to include information or data collected through the use or operation
ofan ALPR system.

Assembly Amendments impose privacy protection requirements on entities that use
ALPR information, as defined; prohibit public agencies from selling or sharing
ALPR mformation, except to another public agency, as specified; and require
operators of ALPR systems to use that information only for authorized purposes.

ANALYSIS:
Existing law:

1) Places regulations on agencies, persons, or businesses that own, license, or
maintain computerized data that includes personal information. These
regulations include disclosing a breach of security.

2) Prohibits a transportation agency from selling or providing personally
identifiable information of any person who subscribes to an electronic toll or
electronic transit fare collection system or who uses a toll bridge, toll lane, or
toll highway that employs an electronic toll collection system. Agencies
covered by this regulation are the Department of Transportation, the Bay Area
Toll Authority, any entity operating a toll bridge, toll lane, or toll highway
within the state, any entity administering an electronic transit fare collection
system and any transit operator participating in that system, or any entity under
contract with the above-mentioned entities.

3) Requires that transportation agencies employing an electronic toll or transit fare
collection system establish a privacy policy for the collection and use of
personally identifiable information and provide users with a copy of the privacy
policy. Transportation agencies include the Department of Transportation, the
Bay Area Toll Authority, any entity operating a toll bridge, toll lane, or toll
highway within the state, any entity administering an electronic transit fare
collection system, and any transit operator participating in that system, or any
entity under contract with the above-mentioned entities.

4) Establishes limits onthe length of time that transportation agencies may keep
personal information. All information may be kept only as long as necessary to
perform account functions. All other information must be discarded within 4%
years after the conclusion of the billing cycle.
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This bill:

1) Defines an ALPR system as a system of one or more mobile or fixed cameras
combined with computer algorithms to read and convert images of registration
plates and the characters they contain into computer-readable data.

2) Requires that data collected through the use or operation of an ALPR system be
considered as personal information subject to existing law pertaining to
agencies, persons, or businesses that conduct business in California, and that
own or license computerized data including personal information.

3) Defmes an ALPR end-user as a person that accesses oruses ALPR information
and an ALPR operator as a person that operates an ALPR system, or that
mamntamns ALPR mformation, with the exception of transportation agencies;
persons already subject to state and federal code regarding protection of
nonpublic personal information; and a person, other than a law enforcement
agency, to whom information may be disclosed as a permissible use under
federal coderegarding prohibition on release and use of certain personal
information from state motor vehicle records. A personmay include any
natural person, public agency, partnership, firm, association, corporation,
limited liability company, or other legal entity.

4) Requires that ALPR operators ensure that ALPR information is protected with
reasonable operational, administrative, technical, and physical safeguards to
ensure its confidentiality and integrity.

5) Requires that ALPR operators and end users implement and maintain
reasonable security procedures and practices in order to protect ALPR
information from unauthorized access, destruction, use, modification, or
disclosure.

6) Requires that ALPR operators and end users mplement and maintain a usage
and privacy policy in order to ensure that the collection, access, and use of
ALPR information is consistent with respect for individuals’ privacy and civil
liberties.

7) Requires ALPR operators that access or provide access to ALPR information to
maintain a record of that access. The record must include the date and time of
access, the license plate number which was queried, the person who accesses
the mformation, and the purpose of accessing the information.
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8) Allows an individual who has been harmed by a violation of this title to bring a
civil action against a personwho knowingly caused the violation. The court
can award damages which are stipulated in this bill.

9) Requires a public agency that operates or intends to operate an ALPR system to
provide an opportunity for public comment at a regularly scheduled public
meeting of the governing body of the agency before it implements the program
of ALPR use.

Comments

Purpose. The author states that this bill is necessary to institute reasonable usage
and privacy standards for the operation of ALPR systems, which do not exist for
the majority of local agencies that have approved the use of ALPR technology,
accordmg to the American Civil Liberties Union (ACLU). Additionally, this bill
requires an opportunity for public input on the usage and standards of ALPR
technologies, something the author contends few local agencies allow. The author
states that the main focus of this bill is to put in place regulations for businesses
and agencies which currently do not have any policies regarding the use of ALPR
data, unlike transportation agencies which are already regulated by existing law.

ALPR background and history. ALPR systems automatically scan any license
plate within range. Some ALPR systems can scan 2,000 plates in a minute. When
used by law enforcement, each scanned license plate is checked against crime
databases. If a “hit” occurs — for example, a stolen vehicle, AMBER alert, or an
arrest warrant — the ALPR technology alerts the law enforcement officer. While
some suggest this technology is useful for modern policing, others raise concerns
over an invasion of peoples’ civil liberties. Whether or not a hit occurs, all license
plate scans are sent to large regional databases that aggregate ALPR data from
various law enforcement agencies. The ACLU reports that an estimated 1% of
ALPR data results in a hit and the other 99% of data has no relation to criminal
activity. Databases maintained for northem California law enforcement agencies,
San Diego law enforcement agencies, and private companies (such as insurance
companies, collections agencies, and private investigators) contain 100 million, 49
million, and more than 1 billion license plate scans, respectively. Some argue that
this mformation has the potential to be involved in large-scale security breach
issues.

The use of ALPR technology is growing. The ACLU estimates that nationally,
75% of law enforcement currently uses ALPRs, 85% plan to expand their use, and
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within the next five years at least 25% of all police vehicles will be equipped with
the technology.

Privacy concerns. The collection of a license plate number, location, and time
stamp over multiple time points can identify not only a person’s exact whereabouts
but also their pattern of movement. Unlike other types of personal mformation that
are covered by existing law, civilians are not always aware when therr ALPR data
is being collected. One does not even need to be driving to be subject to ALPR
technology: A car parked on the side of the road can be scanned by an ALPR
system.

This bill will put n place minimal privacy protections by requiring the
establishment of privacy and usage protection policies for ALPR operators and end
users. This bill does not prevent the authorized sharing of data, but if data is
shared, it must be justified and recorded.

FISCAL EFFECT: Appropriation: No Fiscal Com.: Yes Local: No

According to the Assembly Appropriations Committee:

1) The state’s Data Breach Protection Law requires a public agency or California
business that owns or licenses computerized data containing personal
information to disclose a breach of the system’s security or data to any
California resident whose unencrypted personal mformation was acquired by an
unauthorized person. If the costs to provide notifications exceed $250,000, or if
the breach affected more than 500,000 persons, the agency or business can use
one of several alternative methods of notification, including posting a notice on
the entity’s website.

2) The Californta Highway Patrol (CHP) could imcur unknown but likely minor
costs to provide notifications in the event of a data breach. Because the
department’s ALPR system contains several million plates at any one time, it
would likely use the less costly alternative means of notification. Other
provisions of this bill are consistent with existing requirements placed on the
CHP’s use of ALPR.

3) Potentially significant, but non-reimbursable costs to comply with this bill’s
requirements for those local law enforcement agencies that elect to operate
ALPR systems. Similar to the CHP, local agencies could also incur
notification-related costs in the event of a data breach of their ALPR systems.
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SUPPORT: (Verified 9/3/15)

Bay Area Civil Liberties Coalition
California Civil Liberties Council
Conference of California Bar Associations
Media Alhance

Small Business California

OPPOSITION: (Verified 9/3/15)

None received

ASSEMBLY FLOOR: 71-5, 9/3/15

AYES: Achadjian, Alejo, Travis Allen, Baker, Bigelow, Bloom, Bonilla, Bonta,
Brough, Brown, Burke, Calderon, Campos, Chang, Chau, Chavez, Chi, Chu,
Cooley, Cooper, Dababneh, Dahle, Daly, Dodd, Eggman, Frazier, Cristina
Garcia, Eduardo Garcia, Gatto, Gipson, Gomez, Gonzalez, Gordon, Gray,
Hadley, Harper, Roger Hernandez, Holden, Irwin, Jones-Sawyer, Kim, Lackey,
Levine, Linder, Lopez, Low, Maienschemn, Mayes, McCarty, Medina, Mullin,
Nazarian, O'Donnell, Olsen, Perea, Quirk, Rendon, Ridley-Thomas, Rodriguez,
Salas, Santiago, Steinorth, Mark Stone, Thurmond, Ting, Waldron, Weber,
Wik, Willams, Wood, Atkins

NOES: Grove, Jones, Mathis, Obernolte, Wagner

NO VOTE RECORDED: Beth Gaines, Gallagher, Melendez, Patterson

Prepared by: Randy Chinn / T. & H./(916) 651-4121
9/3/15 18:02:01
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[Proposed]
ORDER TAKING JUDICIAL NOTICE

Good cause appearing, IT IS HEREBY ORDERED that
Applicants Amici Curiae League of California Cities and California
State Association of Counties’ Motion for Judicial Notice is granted.
IT IS FURTHER ORDERED that this Court shall take judicial notice
of the following:

A. Statutes of 2015, Chapter 532 (SB 34);

B. Senate Floor Analysis for SB 34;

DATED:

Chief Justice Tani Cantil-Sakauye

163995.1



PROOF OF SERVICE
ACLU Fnd. of So. California, et al. v. Superior Court of California, et al.
Supreme Court Case No. 5277106
Court of Appeal 2" DCA Case No. B259392
Los Angeles County Superior Court Case No. BS143004

I, Ashley A. Lloyd, declare:

I am employed in the County of Nevada, State of California. 1
am over the age of 18 and not a party to the within action. My
business address is 420 Sierra College Drive, Suite 140, Grass Valley,
California 95945-5091. On April 29, 2016, I served the document(s)
described as AMICUS BRIEF IN SUPPORT OF REPONDENTS
COUNTY OF LOS ANGELES, ET AL. on the interested parties in
this action as by placing a true copy thereof enclosed in a sealed
envelope addressed as follows:

SEE ATTACHED LIST

BY MAIL: The envelope was mailed with postage
thereon fully prepaid. Iam readily familiar with the firm’s practice
of collection and processing correspondence for mailing. Under that
practice it would be deposited with the U.S. Postal Service on that
same day with postage thereon fully prepaid at Grass Valley,
California, in the ordinary course of business. I am aware that on
motion of the party served, service is presumed invalid if the postal
cancellation date or postage meter date is more than one day after
service of deposit for mailing in affidavit.

I declare under penalty of perjury under the laws of the State
of California that the above is true and correct.

Executed on April 29, 2016, at Gpass Valley, Califor:

Ashley A. LIOW
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SERVICE LIST
ACLU Fnd. of So. California, et al. v. Superior Court of California, et al.
Supreme Court Case No. 5277106
Court of Appeal 2r DCA Case No. B259392
Los Angeles County Superior Court Case No. BS143004

Peter Bibring

Catherine A. Wagner

ACLU Foundation of Southern
California

1313 West Eighth Street

Los Angeles, CA 90017
Attorneys for Petitioner American
Civil Liberties Foundation

Frederick Bennett

Superior Court of

Los Angeles County

111 North Hill Street, Rm 546
Los Angeles, CA 90012
Attorneys for Respondent Superior
Court of Los Angeles County

Heather Leigh Aubry

Lisa S. Berger

Office of the City Attorney
200 North Main Street

800 City Hall East

Los Angeles, CA 90012

Attorneys for Real Parties in Interest

City of Los Angeles and Los Angeles
Police Department
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Jennifer Ann Lynch
Electronic Frontier
Foundation

815 Eddy Street

San Francisco, CA 94109
Attorneys for Petitioner
Electronic Frontier Foundation

Thomas A. Guterres

Eric Brown

James Christopher Jardin
Collins Collins Muir &
Stewart

1100 El Centro Street
South Pasadena, CA 91030
Attorneys for Real Parties in
Interest County of Los Angeles
and Los Angeles County
Sheriff's Department

Clerk of the Court

Los Angeles County
Superior Court

111 North Hill Street
Los Angeles, CA 90012



Clerk of the Court Office of the Attorney
Court of Appeal, Second District, ~ General

Division Three 1300 "I" Street

300 S. Spring Street Sacramento, CA 95814-2919
2nd Floor, North Tower

Los Angeles, CA 90013
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